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/*******************Start first change *******************************/

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

ANDSF
Access Network Discovery and Selection Function

DSMIPv6
Dual-Stack MIPv6

CPICH
Common Pilot Channel

DMNP
Delegated Mobile Network Prefix

EAP
Extensible Authentication Protocol

EPC
Evolved Packet Core

ePDG
Evolved Packet Data Gateway

EPS
Evolved Packet System

FACoA
Foreign Agent Care-of-Address

FQDN
Fully Qualified Domain Name

GW
Gateway

H‑ANDSF
Home-ANDSF

HBM
Host-based Mobility

HRPD
High Rate Packet Data

HS‑GW
HRPD Serving Gateway

IFOM
IP Flow Mobility

IKEv2
Internet Key Exchange version 2

IPMS
IP Mobility management Selection

LMA
Local Mobility Anchor

LWA
LTE-WLAN Radio Level Aggregation
LWIP
LTE-WLAN Radio Level Integration with IPsec Tunnel
MAG
Mobile Access Gateway

MAPCON
Multi Access PDN Connectivity

MIPv4
Mobile IP version 4

MIPv6
Mobile IP version 6

MME
Mobility Management Entity

MTC
Machine-Type Communications

NBM
Network-based Mobility

NSWO
Non-seamless WLAN Offload

OPI
Offload Preference Indicator

P‑GW
PDN Gateway

PMIP/PMIPv6
Proxy Mobile IP version 6

RIM
RAN Information Management

RCLWI
RAN Controlled WLAN Interworking

RSRP
Reference Signal Received Power

RSSI
Received Signal Strength Indicator

SectorID
Sector Address Identifier

S‑GW
Serving GW

SON
Self-Configuring and self-Optimizing network

TWAP
Trusted WLAN AAA Proxy

TWAG
Trusted WLAN Access Gateway

TWAN
Trusted WLAN Access Network

UICC
Universal Integrated Circuit Card

UWAN
Untrusted WLAN Access Network

V‑ANDSF
Visited-ANDSF

WiMAX
Worldwide Interoperability for Microwave Access

WLCP
WLAN Control Protocol

*******************End of first change *******************************/

/*******************Start second change *******************************/

4.8.6.1
General

As specified in TS 36.331 [52] and TS 25.331 [78], an E-UTRAN or UTRAN (referred to as RAN) may provide RAN Assistance Information to UE. This RAN Assistance Information includes the following thresholds and parameters:

-
3GPP access thresholds;

-
WLAN access thresholds; and

-
An Offload Preference Indication (OPI) value.

The 3GPP access thresholds define low/high threshold values for some UTRA and/or E-UTRA radio parameters, such as low/high RSRP thresholds for E-UTRA, low/high CPICH Ec/No thresholds for UTRA, etc. The WLAN access thresholds define low/high threshold values for some WLAN access parameters, such as the low/high Beacon RSSI thresholds, the high/low UL/DL backhaul data rate thresholds and the low/high channel utilization thresholds. UL/DL backhaul data rate is defined in Hotspot 2.0 [75]. Channel utilization and Beacon RSSI are defined in IEEE 802.11‑2012 [64]. How these thresholds are used in the ANDSF rules is specified in clause 4.8.6.2.

The OPI value provided by RAN is a bitmap (i.e. a one-dimensional bit array) that may be used by UEs in an E-UTRA or UTRA cell to determine when they should move certain traffic (e.g. certain IP flows) to WLAN access or to 3GPP access. The meaning of each bit in this bitmap is operator specific and is not defined in 3GPP specifications. How the OPI value is used in the ANDSF rules is specified in clause 4.8.6.2.

The thresholds and parameters provided to UE in a UTRA or E-UTRA cell may affect the validity of the ANDSF rules (as specified in clause 4.8.6.2) and thus make these rules subject to conditions set by the RAN in a given cell.

The user preferences on WLAN network selection and traffic routing shall take precedence over ANDSF rules, RAN rules, RCLWI command, LWA and LWIP.

/*******************End second change*******************************/

/*******************Start third change*******************************/

4.8.6.4
Co-existence with RAN Rules and RCLWI 
Within a single PLMN, the WLAN access selection and the traffic routing behaviour of a UE shall be controlled either by the ANDSF rules specified in this specification or by the RAN rules specified in TS 36.304 [79] and TS 25.304 [80], or by the RCLWI specified in TS 36.300 [6], not by any combination of them. The only exception is that when a UE applies the RAN rules, it shall be possible to simultaneously apply the IARP for APN rules provided by HPLMN, as further explained below.

When the UE has both ANDSF rules and RAN rules, or both ANDSF rules and RCLWI command it shall select which rules to apply according to the following procedures.

When the UE can simultaneously route IP traffic to both 3GPP access and WLAN access:

-
When the UE is not roaming or when the UE is roaming in a VPLMN not contained in the list of "VPLMNs with preferred WLAN Selection Rules" (see clause 4.8.2.1.7), then:

-
If the UE has a valid ISRP rule from HPLMN, the UE shall ignore the RAN rules or RCLWI command and shall perform WLAN access selection and traffic routing based on the ANDSF procedures specified in clause 4.8.2a.

-
If the UE has no valid ISRP rule from HPLMN, the UE shall perform WLAN access selection and traffic routing based on the RAN rules or WLAN list sent in the RCLWI command. In this case, if the UE has a valid IARP rule from HPLMN, it shall apply the internal IARP for APN rules and shall ignore their RAN validity conditions if present.

-
When the UE is roaming in a VPLMN contained in the list of "VPLMNs with preferred WLAN Selection Rules" (see clause 4.8.2.1.7) then:

-
If the UE has a valid ISRP rule from VPLMN, the UE shall ignore the RAN rules or RCLWI command and shall perform WLAN access selection and traffic routing based on the ANDSF procedures specified in clause 4.8.2a.

-
If the UE has no valid ISRP rule from VPLMN, the UE shall perform WLAN access selection and traffic routing based on the RAN rules or WLAN list sent in the RCLWI command. In this case, if the UE has a valid IARP rule from HPLMN, it shall apply the internal IARP for APN rules and shall ignore their RAN validity conditions if present.

When the UE cannot simultaneously route IP traffic to both 3GPP access and WLAN access:

-
When the UE is not roaming or when the UE is roaming in a VPLMN not contained in the list of "VPLMNs with preferred WLAN Selection Rules" (see clause 4.8.2.1.7), then:

-
If the UE has at least one ISMP rule from HPLMN, the UE shall ignore the RAN rules or RCLWI command and shall perform WLAN access selection and access selection for EPC connectivity based on the ANDSF procedures specified in clause 4.8.2a.

-
If the UE has no ISMP rules from HPLMN, the UE shall apply the RAN rules or RCLWI command to determine when all PDN connections should be handed over to WLAN access or to 3GPP access. When the RAN rules or RCLWI command indicate that all PDN connections should be handed over to WLAN access but at least one PDN connection is not allowed to be handed over to WLAN access (as specified in TS 23.401 [4]), the UE shall not handover any PDN connection. When all PDN connections are allowed to be handed over to WLAN access, the UE shall perform WLAN access selection based on the RAN rules or RCLWI command and shall execute the applicable handover procedures specified in clause 8. In this case, if the UE has a valid IARP rule from HPLMN, it shall apply the internal IARP for APN rules and shall ignore their RAN validity conditions if present.

-
When the UE is roaming in a VPLMN contained in the list of "VPLMNs with preferred WLAN Selection Rules" (see clause 4.8.2.1.7) then:

-
If the UE has at least one ISMP rule from VPLMN, the UE shall ignore the RAN rules or RCLWI command and shall perform WLAN access selection and access selection for EPC connectivity based on the ANDSF procedures specified in clause 4.8.2a.

-
If the UE has no ISMP rules from VPLMN, the UE shall apply the RAN rules or RCLWI command to determine when all PDN connections should be handed over to WLAN access or to 3GPP access. When the RAN rules or RCLWI command indicate that all PDN connections should be handed over to WLAN access but at least one PDN connection is not allowed to be handed over to WLAN access (as specified in TS 23.401 [4]), the UE shall not handover any PDN connection. When all PDN connections are allowed to be handed over to WLAN access, the UE shall perform WLAN access selection based on the RAN rules or RCLWI command and shall execute the applicable handover procedures specified in clause 8. In this case, if the UE has a valid IARP rule from HPLMN, it shall apply the internal IARP for APN rules and shall ignore their RAN validity conditions if present.

/******************* End of third change ****************************/

/*******************Start fourth change *******************************/

4.8.7 Co-existence of ANDSF with LWA and LWIP

This clause describes procedures for WLAN network selection and traffic routing in the scenario where either LWA or LWIP is supported in both network and UE, and where a UE has been configured with an ANDSF MO.

If the UE is not currently associated with a WLAN then the WLAN access selection, authentication and traffic routing behaviour of a UE shall first be attempted using ANDSF according to the following procedures.   

-    When the UE is not roaming or when the UE is roaming in a VPLMN not contained in the list of "VPLMNs with preferred WLAN Selection Rules" (see clause 4.8.2.1.7), then:

-
If the UE has a valid WLANSP rule from HPLMN, the UE shall perform WLAN access selection based on the ANDSF procedures specified in clauses 4.8.2a and 4.8.2b.   If the UE has a valid ISRP rule from HPLMN, the UE shall perform traffic routing based on the ANDSF procedures specified in clause 4.8.2a.

-
When the UE is roaming in a VPLMN contained in the list of "VPLMNs with preferred WLAN Selection Rules" (see clause 4.8.2.1.7) then:

-
If the UE has a valid WLANSP rule from VPLMN, the UE shall perform WLAN access selection based on the ANDSF procedures specified in clauses 4.8.2a and 4.8.2b.  If the UE has a valid ISRP rule from VPLMN, the UE shall perform traffic routing based on the ANDSF procedures specified in clause 4.8.2a.

If a WLAN has not been selected according to the ANDSF rules of this clause at the time that an eNB indicates either addition of WLAN using LWA as specified in TS 36.300 [6] and in TS 36.463 [84], or addition of a WLAN using LWIP as specified in TS 36.300 [6], then the UE shall attempt to select a WLAN according to LWA or LWIP.  

If the UE is already associated with a WLAN using respectively either ANDSF or a RAN aggregation mode (either LWA or LWIP) then the UE shall preferentially perform any WLAN reselection according to that same mode of operation.   Only if the UE is unable to maintain association over WLAN using its current mode of operation, respectively either ANDSF or a RAN aggregation mode,  may the device attempt to reselect to a WLAN according to another mode of operation, respectively a RAN aggregation mode or ANDSF.  
/******************* End of fourth change ****************************/

